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1 Introduction

Welcome to the Industrial Innovation Network Management System User Manual.
Following topics are covered in this section:

1.1 Overview

1.2 Major Features

1.3 Supported Devices
1.4 Support MIBs

1.5 Ordering Information

1.1 Overview

JetView Pro is an Industrial Innovation Network Management System (i2-NMS).

File Edit
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JetView Pro is specifically designed for mission critical industrial environments. The
JetView Pro provides a comprehensive platform for monitoring, configuring, and
maintaining mission-critical IP-based communication networks, such as IP surveillance,
factory automation, mining, substation, maritime and military applications.



1.2 Major Features

Korenix i2-NMS has the following features:

Manage IP-based devices from both central office and remote sites
Automated network discovery and topology visualization

Event handling via polling, syslog, email, and SNMP trap. Notifications can be sent
via email, application programs, SNMP trap, SMS, and MSN Messenger

Device configurations via SNMP, Web, Telnet, and SSH
Provide SNMPv1/v2c/v3 Browser and SNMP MIB compiler
MSR group management

Provide performance management

Provide accounting management

Centralized management to reduce network traffic.

1.3 Supported Devices

Supported Devices by functions:

Auto Topology (LLDP), device management, and device discovery features

Auto Toplogy, device management, and device discovery features can be applied in
the IP-enabled devices which support LLDP and SNMP features. For instances,
JetNet series, JetPoE series, JetRock series and 3" party devices that support LLDP
and SNMP features.

® JetNet series: JetNet6524G, JetNet6059G, JetNet5628G, JetNet5828G,
JetNet5228G, JetNet5428G, JetNet5018G, JetNet5012G, JetNet4518,
JetNet5010G, JetNet4510(f), JetNet4006(f)

® JetPoE series: JetNet6710G, JetNet5710G, JetNet6810G, JetNet5728G-24P,
JetNet5728G-16P, JetNet5720G-8P, JetNet5708G, JetNet4706(f)

®  JetRock series: JetNet4506-M12, JetNet4506-RJ
Device management and device discovery features

Device management and device discovery features can be applied in the IP-enabled
devices which support SNMP feature. For instances, JetNet series and 3" party
devices that support SNMP.

®  JetNet series: JetNet4508(f)
() JetBox series, JetPort series, JetlO series and JetWave series
Device discovery feature

Device discovery feature can be widely applied in all the IP-enabled devices. For
example, JetNet series and 3" party devices that support WEB or telnet features and
general windows PCs.

®  JetNet series: JetNet4010(f)
®  JetPoOE series: JetNet3706(f)



1.4 Support MIBs
JetView Pro supports the following standard MIBs in addition to the Korenix private MIBs.
RFC1213-MIB-Il.mib
RFC1215-MIB-Il.mib
RFC1398-ETHER.mib
RFC1493-BRIDGE.mib
RFC1724-RIP.mib
RFC1757-RMON.mib
RFC1850-OSPF.mib
RFC3621-PSE.mib

1.5 Ordering Information

A trial version that supports monitoring of 64 IP-enabled devices is available for authorized
distributors.

Request licenses as follows:

| 128 — manage 128 devices

| 256 — manage 256 devices

| 1024 — manage 1024 devices
|

Unlimited — unlimited devices

For more detailed information, please contact your local sales representative.



2 Installation

This section includes software installation. Following topics are covered in this section:
2.1 System Requirements
2.2 Installation

2.3 Uninstallation

2.1 System Requirements

e Hardware:
< Processor
Minimum Intel Core 2 Duo CPU 2.5 GHz or higher

< RAM
1GB RAM
< Disk

1GB hard disk
» Software
<~ Operation system
Windows XP/2000/2003 platforms
* Screen Resolution

It is optimized for a screen resolution of 1024x768



2.2 Installation

1. Run setup.exe

InztallShield Wizand

Preparing to Install...

Korenix JetWiew Pro Setup is preparing the InstallShisld
Wizard, which will guide wou through the program setup
process, Please wait,

Prepating to Inskall,..

[IIIIIIIIIII ]

2. Press Next to the next screen.

Korenix Jet¥iew Pro - InstallShield Wizard X

Welcome to the InstallShield Wizard for Korenix
Jet¥iew Pro

The InstallShield Wizard will ingtall Karenis Jetiew Pro on
your computer. To continue, click West,

¢ Back uexb ;] [ Cancel




3. Please read the license agreement and select “| accept the terms of the license agreement.

Press Next to next screen.

Eorenix Jet¥iew Fro - InstallShield Wizard

License Agreement

Pleaze read the following license agreement carefully.

Thiz Licenze Agreement [“AGREEMEMT"] iz a legal agreement between pou
[MLICEMSEE"], either an individual or a legal entity including any legal succeszsors, and
K.orenix Corporation [K.orenis''] for the software in this package and azsociated media [the
"LICENSED SOFTWARE"). —

%3

By uging, copying or distributing all or any portion of the Korenis software, you accept all
the termz and conditions of thiz agreement. Upon acceptance, the agreement iz
enforceable against pou and any extity that obtained the zoftware and on whose behal it
iz uzed. If you do not agree, do not use the software.

1. Restrictions

54

1 | accept the terms of the license agreement

)il do not accept the terms of the license agreement

4. Input User Name and Company Name and press Next to next screen.

Eorenix Jet¥iew Fro - InstallShield Wizard

Customer Information

Pleaze enter your information.

Uzer Mame:

|Jnhn |

Company Marme;

| k.oreni

[nztall this application for:

(%) Anyone who uses this computer [all users)

() Only for me [admin]

< Back " Mewt > ][ Cancel




5. Select the type of setup and press Next to next screen.

Note: choose client installation for client only, server installation for all or custom installation.

Eorenix Jet¥iew Fro - InstallShield Wizard

Setup Type
Select the zetup type that best suitz your needs.
Click the type of setup vou prefer.
Chent [nztallation Diescription
Custarm [netallation [nztall Jetview Pro program, but
Server Installation not include Jetiew Pro Service.
< Back " Mewt > l [ Cancel

Eorenix Jet¥iew Fro - InstallShield Wizard

Setup Status

k.orenix Jetiew Pro iz configuring your new software installation.

C:A\Program Fileshk.orenizhletfiew ProsbintRestart) etiewPro. exe

Cancel




6. Press Finish to end installation.

Eorenix Jet¥iew Fro - InstallShield Wizard

InstallShield Wizard Complete

Setup haz finished inztalling F.oreni Jetiew Pro on pour
conputer.

< Back Cancel

On the desktop or in Start / Programs / Korenix / Korenix JetView Pro /, ,you can see two

program shortcuts (as figure).

é.iet"-.ﬁewpro(
. ocalhost) : !

The “Launch JetView Pro(localhost)” is for local connection, while the “Launch JetViewPro” is

used to connect to remote server.



2.3 Uninstallation

Remember to quit the JetView Pro program before you get starting the uninstallation

Follow below steps to uninstall
1. To uninstall JetView Pro, select Start / Control Panel / Add or Remove Program .

2.  Select the program “Korenix JetView Pro

3. Click on Remove and follow the instructions of the uninstallation routine.

Or directly run this shortcut

Start / All Programs / Korenix / Korenix JetView Pro / Uninstall Korenix JetView Pro



3 Getting Started

Following topics are covered in this section:

3.1 JetView Pro Applications

3.2 Run JetView Pro server and remote access client s

3.1 JetView Pro Applications

JetView Pro is a client/server based network system. On? JetView Pro server can serve
many remote access JetView Pro clients (maximum is 5)~ (see figure below).

Central Office

JetView Pr Switch JetView

Server Pro Client

Remote Site A

JetView Pro

Client .
JetView Pro

Client

1 Only one remote client connection per computer ipossible. The server will refuse the new connectighalready one

session exists.
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Due to the accounting management, only one client can enter the Edit mode at the same
time and other clients are in the Monitor mode. The default password to enter the two
modes is “korenix”. The Monitor mode can only allow viewers to browse the topology.
The Edit mode can use all functions.

3.2 Run JetView Pro server and remote access client s

“Korenix JetView Pro Service” starts automatically when Windows XP starts. You can get
the status of the service in Windows XP under Start / Control Panel / Administration /
Services. This service has a connection to a database containing all the relevant data for
the settings of JetView Pro. Note that when the service is stopped, the relevant monitored
data cannot be recorded into the database.

*y Services (Local)

Descripkion Status Startup Type Log On As

Korenix Jet¥Wiew Pro Service

Tanual Local aystem

Detecks an...  Started Aukamatic Lacal System

Start the service

For Windows XP, it starts automatically “Korenix JetView Pro Service” after installation.
You can change Startup type of this service to Manual if you don’'t want the service to run
after your pc boot up.

3.2.1 Start JetView Pro server on Server site

1. Start / Programs / Korenix / Korenix JetView Pro /Launch

JetViewPro(localhost)

2. Display JetView Pro main window

11



Fi Management Confiztretion  Help
jEditMode | @ 'Web Browser (_ SWMP Browser | (S0 Scan Network  FastScan | g;f;a Preferences  Zoom E
Mapl Topologyr | A]lDevices‘
f z =
korenlx Your Industrial Computing & Networking Partner
v
ER 2]
Event Mansgement I! SNMP Trap Recei\(eri Al Events {v{ \-Eiber || | dsk Al
] | Ack | Tupe | Categony J Receive Time J Souree Component Mesmage
2 d - Application Info 2009-09-02 14:21:25  JetWiew Pro Service Remote Aocess Authentication is success in Mondtor mode, From:127.0.0.1/5764
1 ™) ) Ap_p]j.cat:iun Info 2009-03-02 14 17‘_ 12 JeiTiew Pro Service JetView Fro Starhed
£ >
3.2.2  Start JetView Pro client (connect to server)
1. Start / Programs / Korenix / Korenix JetView Pro /Launch JetViewPro
2.  Enter server address to connect. (ex. Server IP; 192.168.10.100)

Inpnt r>_(|

9P Pleass enter server addess
L. J

3.

Jet¥iew Pro Eemote Access

Faszword for Monitor Client

korenix |

| Ok || Concel |

2 Note that the default password for Monitor Mode acess is “korenix”.
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4. Display JetView Pro main window

Bile Menagement Confiznration Help
S Fmd | 7 EditMode | @ WebBrowser | SNME Browser | [0 fcan Wetvork  BastScan | () Prefersnces Zoom

Mapl Topology | Al Devices

L]
koren Ix Your Industrial Computing & Networking Partner

[<]

ER L
(== |
Event Management | SNME Tusp Recsiver | Al Events Eﬂ | Bl ||| ekl |
I | dck | Tope | Cokezory | ReceiveTime | Source T Component | Message 1
2 d - Applcation Info 2009-00-02 14:21:25 Jet¥iew Pro Service Remote Aocess Authentication is success in Mondtor mode, From:127.0.0.1/5764
1 ™) - Application Info 2009-05-02 14:17:12  JedTiew Pro Service JetView Fro Started
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4 Interface of JetView Pro

Following topics are covered in this section:
4.1 Main Window of JetView Pro

4.2 Menu Function

4.3 Toolbar Function

4.4 Map Tree

4.5 Topology Tab

4.6 All Devices Tab

4.7 Event Management Tab

4.8 SNMP Trap Receiver Tab

4.1 Main Window of JetView Pro

4.1.1 Main Window
When you start JetView Pro, the main window appears on the screen. It consists of the
following parts:
B Menu Function
Toolbar Function

Map Tree

All Devices Tab

[

[

B Topology Tab
[

B Event Management Tab
[

SNMP Trap Receiver Tab



- anagmm- Configuration Help
o EditMode | @ WebBrowser () SNMP Browssr | [0 ScanMetwork - Fastfcen | 407 Preferences Zoom B
Mapl Topalogy | Al Devmes{
f = =
korenlx Your Industrial Computing & Networking Partner
£
[ 12
Event Management | SNMP Trap Receiver | Al Events [‘“J I_J_ Filr ||| Ack sl
10 | ek | Tyme | Cewgory | ReseheTime | Some | Component Mesmpe
4 ™ . Application Info 2009-09-02 14:54:18  JetView Pro Bervice Remote Access Authentication is success in Monitor mode. From:127.0.0.1/5742
3 () . Application Info 3009-00-02 14:38:53  TetView Pro Service Remote Access The client leave Monitor mode. From:127.00.1/5764
2 (=] . Application _Inio 2009_—09_—02 14:21:25 Jet\_fi.ew Pro Service Remote Access Quﬁwnﬁ.caﬁnn iz success fn Mondtor mode. From:127.0.0.1/5764
1 =] - Application [nfo 2009-09-02 14:17:12  JetView Pro Service Jet¥iew Pro Started
B e Y

4.1.2 Enter the Edit Mode

The Monitor mode is only able to “view” the topology when starting JetView Pro into main

window.
To change the settings, need to enter Edit mode.

1. Click on Edit Mode on the toolbar, it displays Password dialog.

15




File Management Confisusation Help

\3\ Find f EditMode| | @ WebBrowser {_J SNMF Browser | 53 Scan Network .~ Fast Scan | s‘ég Preferences  Zoom B
g [Toroe |allBaviss]
f
. A~
korenlx Your Industrial Computing & Networking Partner
Password for Edit Client
[Borenix |
o)
|
1]
[ — 3]
IFI Event Management | SNMP Trap Receiver | All Bvents fael | 0 Bt || AckoAD ol
1 1 Aok | .Ii\;'pe 1 C‘a‘tegory 1 Receive Time 1 Somce -C.i.Jmpanent. Message
4 = o) 'App].i.caﬁpn In_fo-ZUUQ-DQ-M 17:40:36 .TetVJ.gw Pro Service Remote Access The _c].iem leave Edit m_udg me:!?? 00.1/52a1
3 o - Application Info 2009-09-04 17:40:33  JetView Pro Service Remote Access Authentication iz suecess in Edit mode. From:127.0.0.1/5281
2 ] - Application Info 2009-09-04 17:40:25  JetView Pro Service Remote Access Authentication iz secess in Mondtor mode. From:127.0.0.1/5281
1 ™ o Application Info 2009-09-04 17:34:53  JetView Pro Service JetView Pro Started

2. Input password and press Ok.?

3. After entering Edit Mode, the button will become green.

- Management Configuration Help
La'gF:'ncl | @ Web Browser | SHMF Browssr | [@]Scml‘let\vdrk :;;FastScan | {ééPreferences Zoom E

bapl J Topology ]l ANl Dewires |
f

e
korenlx Your Industrial Computing & Networking Partner

In the Edit mode, all functions are available. If return to Monitor mode, click on Edit Mode

again.

4.2 Menu Function

|Eﬂ.& Management Confizuration Help

The menu function contains the following selection items:

m  File

| Management

B Configuration

m  Help

®  Note that the default password for Edit Mode is “  korenix".

16



4.2.1 File Submenu
File - Open : opens the previous saved database file.

File - Save : saves the current database into file.

File - Export : exports the displayed map in the Topology Map as Image file (BMP, JPEG, PNG

format)
File - Print : exports the displayed map in the Topology Map as PDF file.

File - Exit : closes the JetView Pro Main Window.

File - Exit and Stop Service : closes JetView Pro Main Window and stops JetView Pro Service

Qpen ..
Save Ctrl+5

Export ..
Print

Exit
Exit and Stop Service

4.2.2 Management Submenu

SNIF Browser Cl+d

& Web Browssr Ctl+ W
Telnet
8y |

Please refer to section 7.4 for more information.

4.2.3 Configuration Submenu

w00 Preferences

Please refer to section 9 for more information.

4.2.4 Help Submenu
S bont

It shows the version and release date of JetView Pro.

17



T
?ETAIE’

korenix Jetyiew Pro

Jetyiew Pro w1 . 0-trial-en 200970951 6
Copyright (o) 2009

hitpianmtiy KOFenix.cam

4.3 Toolbar Function

4, Find

®m Find
Quickly find out the selected device by IP address.
B Edit Mode
Click on Edit Mode to enter into Edit mode by input password.
B Web Browser
Run web browser to configure by Java Applet on Korenix’s switch device
B SNMP Browser

The SNMP Browser tool lets you read and write the MIB of the IP-Address device.

Please refer to section 7.4.2 for more information

|| @ Web Browser i SNMP Browser | |-EH,_| Bean Network A;;’ Fast dran | 5,é§ Preferences Zoom E

18



File Edit
I o] & [ e | = J P Address: [192168.10.22 || version: [SNPVT [w] [ SHiMP Agent Praiite |
= identified-organization Ohjact I0: |.136.1.2.1.1.." |
= dod
B internet Gat | | Getied | Tahla\iew | Stap
B . i L
8 mbs SetValue: | | Set
5
B oat Mare | Objectid | Walue |
& ip sysDescrl findustrial Managed Ethernet Switch Jethlet 50105
icmp sy sObjectiD.0 |13 4.1.24062.2.21
icp sy sUpTime 0 (T 4530 67
udp sysCantactl |
agp sy shiame.0 | Switch
@ transmission sysLacation.d L
snmp sysSernvices.0 |2
= appletalk systern.8.0 0:00:00.08
@ ospf systern.9.1.21 - 1.361.631
rmon SELE =
systern.9.1.2.3
Atirioute | Message | system.6.1.2.
'
Object | s
Mame system systém q197
OhjectID 1.36.1.21.1.° é}stem 9128
Status | || foystern a1 31 The MIB module for SNMPy2 entities
Actess | systern.g.0.3.2 : | ThetIB module for managing TCP implementations
Syntax | systern.9.1.3.3 The I rmodule for managing IF and ICWP implementations
:Thg_MIB module for managing UDF implementations:
L A=l View-hased rolhAodel for SHMP.
oystem 9185 136121191.85 The SNMPManagement Architecture M.
systern.9.1.3.7 The MIE for bessage Processing and Dispatching.
Aty oystern 0.1.3.8 8 The managementinformation definifions for the SNMP User-base...

B Scan Network
Find out specified IP range assigned.
B Fast Scan
Find out all switch devices by the JetView protocol.*
B Preferences
Please refer to section 9 for more information.
®m  Zoom

Zoom in and out the device icons, texts and others only on the Topology tab.

4.4 Map Tree

Click on the tree node to select the device on the Topology tab.

Iapl

= 19216810251
192168102
19216810 202
192.168.10.1
192.168.10.1
192.168.10.3
192.168.10.1032

4 Only Korenix devices can be found
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4.5 Topology Tab

This page displays the icons for monitored devices.

Topology | an Devices |

@
korenlx Your Industrial Computing & Networking Partner

19216810102

192 18810 251 192 168.10 249 192 168101 192.168.10.1 152:1BR: 104
4.6 All Devices Tab
This page displays the icons for monitored devices (as Topology tab)
Topology | Al Devices

. | Model [ Mar: Address [ IP Address [ Wetmask [ ersion Status

1 JeliedS08 001277010386 192.168.10 251 255755 255.0 V210

2 Jeilet5010G  00:1277:60:1450 192.168.10.202 3553552550 13132 (16213

3 leilletd508f  00:1277.0L:1EAB 192.168.10.1 355.355.255.0 v2.10

4 JefetdS08  00:1277.01:1278 192.163.10.1 255 355.255.0 V16

5 Teflet4508f  00:1277.01:02E3 192.168.10.3 255.355.255.0 V212

6 o008 001277010676 192.168.10.103 255.355.255.0 V16

7 Teilleth428G  D0A27TFROLCH 192,168,102 355355 255.0 v0.0.30 (QIA)

4.7 Event Management Tab

The event displays on the Event Management tab page while the event happens.

Event Management | SNMP Trap Receiver

|A]l Events ‘ v |

U Bl [ Ak Al

jin} | Ack ‘ Tpe | Category

Receive Time

Bouree

Component

Mesmge

3
2
1

Dooo

Application Info 2009-08-28 15:15:57
Application Info 2009-08-28 15:14:21

. Application Info 2009-03-28 15:14:16

A pplication Info 2009-08-28 15:14:16

TetWiew Pro Bervice
TetView Pro Bervice
Tet¥View Fro Service License

Tet¥iew Pro Bervice

Remote Access
Remote Aocess

Authentication i success in Edit mode. From:(192.168.10 80
Authentication i success in Mondtor mode. From:/192.168.10 80
License file: 1z not exst]

JetFiew Pro Started

>

20



4.8 SNMP Trap Receiver Tab

The SNMP trap displays on the SNMP Trap Receiver tab page while the trap happens. The
SNMP Trap Receiver support SNMP v1/v2c traps receiving.

| Event Management || SNME Trap Recedver | Agent [P Address: | Al Traps v f Filter | [ Stant L Stop
f

i | A gent addressPort | Tram'purt‘ Protocol | Timestamp Enterprise Community | Bindings
3 1Y

21




5 Device Discovery

To see the installed devices on the Topology tab or the All Devices tab, you have to add
devices. How to do add devices and delete devices? How to quickly update the installed
devices? This section gives answers to all the above questions.

Following topics are covered in this section:
5.1 Add Devices

5.2 Delete Devices

5.1 Add Devices

5.1.1 Fast Scan

This function is to discovery devices using the JetView protocol in the local network. JetView Pro
discovers all network devices on the subnet network via the selected interface on the PC. This
function adapts to setup a newly installed network.

To update installed network components (or devices), click on Fast Scan on the toolbar and
select one of your NIC which connect to network devices.

ilel Management Configurstion Help

| @ Web Browssr . SNMP Browser | S Scan Network | ﬁ}‘g Preferences Zoom

J Topology || A1l Devices |

@
korenlx Your Industrial Computing & Networking Partner

Interface 192.168.10.148

[ st | Cancel |

It displays all Korenix devices in the network on the Topology tab.
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] Topology ]_| All Devices']l

L)
korenlx Your fndusrrfaf Compyﬁng & Networking Partner

v p
v,
192.163.10.269 ‘192168104 192168101 192.168.10.102 192.168.10.3

192.168.10.251

5.1.2 Scan Network
This function is to discovery devices via the assigned IP address range. While you want to add
the specified IP-enabled device, this function is suitable.

Sran Range

Start Address

End Addres:

k. Cancel

Note: The “End Address” should great or equal then “Start Address”

5.2 Delete Devices

You can delete any device on Topology tab. Use the mouse to select multiple devices by CTRL
key and right-click the selected device. Then display a pop-up menu and click on Delete menu

item.
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L
korenlx Your Industrial Computing & Networking Partner

Bl € ___ b | ey S
il 8 b
L el 241 uzq;u't_;hm . _:_-DE].PE"NE— rl‘lll'! mlﬂ.mzﬂ mﬂ-ﬂl‘?‘

Web Browser
SNMP Browser
Telnet

Bl =30
Ping
Eefresh




6 Topology Map

Following topics are covered in this section:
6.1 Device Information
6.2 Auto Topology
6.3 Manual Add Connection and Delete

6.4 Save Topology Map

6.1 Device Information

6.1.1 Device Status
B Move mouse cursor over the switch device icon on Topology tab. It will show the
following status for the device.
Device Mame: Switch

Dewice IP Address 1921681010

Device Type : Jethetb 010G

?'\ Description © Industrial Wanaged Ethernet Switch Jethlet 201006
r Systermn Up Time : 0:00:56.18

LLOP Status ; Ok
LLOP Chassis ID: 001277601460

Status : SMWP R,

B The device (IP address: 192.168.10.1) lists in left tree panel with a status icon
use to show its online/offline status. Green means online, while white means
offline. The device icon on Topology tab also shows its status in the background.
If the color is red, which indicates an error status (hint: the detail is in Event
management tab). In other words, JetView Pro sends ICMP Ping request and

then receives incorrect response (unreachable).
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- Management Configmstion  Help

G Fnd [P ode | @ WebBrowssr | SHMP Browssr | U5 SeonNetwork 4 FastScam | 500 Preferences Zoom
Mapl Topology | All Devices
£ 192.168.10.1 f | |
@ 192.168.10.10

= ~
QLI ial korenlx Your Industrial Computing & Networking Partner H

o
&
|
Y oo
192.133.10.100 M
!
< 5l
u Event Management ]| SNMP Teap Receiver I All Events s W Filier || [ Ack ATl ]

D | Ack | T Catezo

P

B There is a green check ° on right-bottom of the device. This green check
indicates the normal status for SNMP°.

6.1.2 Device refresh

To update the device status, select one more device (especially on error status) and
right-click mouse on the selected device. Then pop up as follows:

¥ Delete

Wieh Broweser
SHMP Brovwser
Telnet

El ssH
Fing

| Fefresh
Add Connectian

MSE Group Setup

® You may need to wait 0.5 minute to let JetView Pro collect devices’ information.
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6.1.3 Device delete

To remove the device nodes, select one or one more devices and right-click mouse on
the selected device. Then pop up as follows:

# Delete
Web Browser
SMMIP Browser
Telnet

El ssH
Ping
Refresh
Add Connection
WSE Group Setup

6.1.4 Managing devices

To manage the devices, select one device and right-click mouse on the selected
device. It will pop up a dialog as follows. Choose to use Web Browser, SNMP Browser,
Telnet, SSH, or Ping to manage the device. Also refer to section 7.4 for more details.

¥ Delete

Wik Browser
SHWP Browser
Telnet

B ssH
Fing
Fefresh
Add Cannection
MSE Group Setup

6.2 Auto Topology

The Auto Topology function allows you to automatically create the links (connections)
between the devices (nodes). To support this function, the devices must support with
LLDP and SNMP. LLDP enables the user to have automatic topology recognition for his
LAN. Therefore the devices support for LLDP and SNMP and have to be configured to
ready state.

6.2.1 Enable LLDP

To let “Auto Topology” working, each device MUST enable LLDP function on installed
network devices. You can use Web browser to confirm whether LLDP is enabled.

1. Use mouse to select one device on the Topology tab which you want to enable as

LLDP.
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2. Mouse right-click on the selected device and click on the Web Browser menu-item

of pop-up menu.

-'_ment : ﬁo 'Iiel .

©,, Bind | @ WebBrowser () SNMP Browssr | S0 Scon Network 47 FastScan | {05 Preferences Zoom m

Mapl Topology | AL Devices |
192.168.10.254 . | l

102.168.10.42 °
192.168.10.19 )

192.168.10.11 korenlx Your Industrial Computing & Networking Partner
192.165.10.14
192.168.10.12
192.168.10 47

=]

=]

=]

=]

=]

=]

B

@ 192.168.10.41 o o o j r i

@ 192.168.10.37 GE L FE.. e

B 19216810.13 — =\ by F<y
EITE € ] [

e miainy D TN ] | H g i

B 132168.10.21 | 19216810  Vish Browser 168.10.42 | 192.168.10.19 192.168.10.11

@ 192.165.10.31 o B SNMP Browser | L ! L 1

@ 192.162.10.32 Telnet

@ 192.168.10.25

@ 192.168.10.34 By 55H

B 192 16810 35 Ping

@ 1921681018 Refresh

: 192.168.10.26 Add Connection

192.168.10.44

MSR Group Setup
B 192.168.10.45

3. When the login screen appears, login with the user name and password.®

r,/.'-,_:_Knren.iJ; Jeilet SwitchManager - Windows Intermet Explozer

€€ - |B] hip192:168.10 1 inde ol v 4| x | [l Eine 2]
- 7% | @ Kormnix Jefifet SwithHansger ™
Swifch Manager [zl

Please enter user name and password.

Site: 192.168.10.1

User Mame: |admin

Passwori: |

I OK H Cancel ‘

= & FrzEs G- RIN% -

® Note: The default login User Name and Password: atin/admin
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4.  Click on the tree node Topology Discovery

o [ Basic Setting
o= [ Port Configuration
o= [ Metwork Redundancy
o= [ WLAM
o= [ Traffic Priaritization
o= [ Multicast Filtering
o= ] SHMP
o= [ Security
o= [ Warning
9 [ Manitar and Diag
[y MaC Address Table
[ Port Statistics
|__°‘| Fort Mirraring
rj Event Log
D Topology Dis
E‘| Fing
rj Device Front Panel
|j| Save

E‘| Logout

LLDP
LLDP Configuration

e |+

LLDF timer |

LLDP hold tirme |

LLDP Port State
Local Meighbor Meighhbor Meighbor
Fort D IP WD
Apphy

[»]

[4]

5.  Confirm whether LLDP is enabled. If it is Disable, please set Enable and press

Apply . You can manual set the timers of LLDP. The range of LLDP timer is 5~254
and LLDP hold time is 10~255.
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] JethetiE28G
[} system
o= ] Basic Setting
o= ] Port Caonfiguration
o= ] Metwork Redundancy
o= 5 WLAM
o= ] Traffic Prioritization
o= ] Multicast Filtering
o= [ SMMP
o= ] Security
o= ] Warning
9 [ Monitar and Diag
[ MAC Address Table
[} Port Statistics
D Fort Mirroring
D Event Log
D Topology Discoveny
[ Ping
[} Device Front Panel
[ save

[ Logout

Topology Discovery
LLDP CETES

LLDP Configuration

LLDF timer [30

LLDP hold time {120

LLDP Port State

Local Meighbor
Fort D

Meighbar
=

Meighbar
YiD

fad 0012770203
fal3d | 001277601460

Apply

1921681010
1921681020

1
1

[»]

[4]

6.2.2

Generate connections

. . 7
Generate connections between the devices.

1. Check every devices’ icon that each one has a green check Q on it. Device icon

without check icon can't access by SNMP.

2. Mouse right-click on the Topology tab and click on Auto Topology on pop-up menu.

It will display as follows:

" Inthe example below, JetView Pro add connections a

nd place all devices according to the SNMP mib.
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Topology |_A_U.Dey§c;|
f

L]
korenlx Your Industrial Computing & Networking Partner

! =% -: !I" e %i’
g s

=_' N r.
3 ik

. e i ELE"N
192.168.10.37 192.168.10.36

192.168.10.254

LY

L~ Fastean
L[;I Bean Network

ﬁ At Tupnlogy
Ling Up P,]l Devmes

Belect all Devices

~Policy
| ® Create New Topology
A1 Exdsting Connections Will be Removed |

() Add Tao Current Topalagy
Exizting Connections Wil Remain Tatonched |

~Layont

® Automatc
A1 Object on Topology will be Placed Antomaticallyl

() Manual
A1 Devices will remiadn in thedr position

2k Cancel

3.  Press OK to display the following of screen

1 192.168.10.32

-
N
e

Smmugg,
E-H

1192.168.10.33 |
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Auto Topology Check List:

Yes/No  Requirement

Does every device enable SNMP?

Does any device not using default SNMP community? (public, private)

Does every devices’ icon show green?

Does every device enable LLDP?

If the device show red (not reachable), after you fix the problem, did you refresh the

device?
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6.3 Manual Add Connection and Delete

6.3.1 Manual Add connection

Select two switch icons and mouse right-click to show popup menu.

ITDDDlDQy‘ ]| All Devices |
|

&
korenlx Your Industrial Computing & Networking Partner

152.163.10.;0 "IEIE.1lEiE|.1I3I.1ll]e

# Delete
Web Browser
SHmP Browser
Telnet
El ssH
Fing
Refrezh
: Add Connection
.MSF." GFI-IILI.FI ISEtup

Click on Add Connection menu item of the pop menu. It will show this Add Connection dialog.

Enter two port number connected between two switches and press OK.

The screen will display that there is a connection between two switches.
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[' Topology ]I All Devices |

@
korenlx Your Industrial Computing & Networking Partner

192 168.10.20 192.168.10.10

6.3.2 Manual Delete connection
Select the connection between 192.168.10.20 and 192.168.10.10 by Mouse-Click.

J-Tupulugg.-' ]| &l Devicas |
I

&
korenlx Your Industrial Computing & Networking Partner

' fnmord _mi“
o

192.168.10.20 182.168.10.10

Mouse Right-Click the connection and pop up Delete menu-item of pop-up menu.

l Topology ]i All Devices |

)
korenlx Your Industrial Computing & Networking Partner

M Delete
1152 188.10-20 192 188,10 1D

Click Delete to delete the connection.
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[ Topalogy " All Devices |

L]
korenlx Your Industrial Computing & Networking Partner

192 168.10.20 192 .168.10.10

6.4 Save Topology Map

To present to Topology Map, you could need to get topology map.

6.4.1 Save Topology Map as file

BMP File

PNG File

PDF File
These two methods can help you save currently displayed map in the Topology Map to
file.
1. Image format file (BMP, JPEG, PNG)
Click on File / Export... . Choose File of Type to use BMP, JPEG, PNG image format.

Input File Name and press Save to save the file.
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Save [n: |r'u'1'_l.l' Diocuments IVI I@”“El
@My hALIEIC

by Pictures

ﬁhﬂy Wideos

53 shorcut - Wark
I3 Source Insight

File Marme: || |
Files of Type:  |*.pnom Lw]
Save ] I Cancel ]

2. PDF file

Click on File / Print . Input File Name and press Save to save the file.

Save [n: |r'u'1'_l.l' Diocuments IVI I@”“El
@My hALIEIC

by Pictures

ﬁhﬂy Wideos

53 shorcut - Wark
I3 Source Insight

File Mame: | |

i* pdn k"’]

Files of Tvpe:

Save ” Cancel ]

A PDF file will be generated. You can print it with the print function of your PDF viewer.

6.4.2 Save Topology Map as database file (*.jvp)
To record current displayed map in the Topology Map, use this map again. First, you need
to save Topology Map as database file.

Click on File / Save. Input File Name and press Save to save the file. (ex. demo.jvp)
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Save [n: | hdy Diocuments H w @ |E|

File Mame: ||

Files of Type:  |*jvp (Jetinw Pro Project) l‘i‘]

To restore previous saved Topology Map, you click on File / Open...

Set File Name (ex. demo.jvp) and press Open to restore previous saved Topology Map.

Look In: | hty DocUments H w @ |E|

File Mame: |

Files of Type:  |*jvp (Jetinw Pro Project) l‘i‘]

Note: This function only available on server. Remot e client can’t backup/restore

database due to security precautions.
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v

Note

7.1

7.1.1

Device Configuration

This section explains the device configuration on the All Devices Tab. One switch device

can be configured by one mouse selection. Group devices can also be configured by
many selections at a time.

The methods of mouse selection can be single selected any rows by Ctrl + mouse click or
continuously selected by first mouse click and then Shift + mouse click. Remember that
first mouse select the switch devices to configure before the following of device
configurations.

After having one more devices selections, show pop-up menu by mouse right-click.

Topology | AL Devices
o, | Model [ Ma: Address IF Address Netmask [ Version Status
1 Jefile508f  00:12:77.01:02B3 192.168.10.3 255.255.255.0 v2.12
2 Tefiletsd28G  00:1277FFO2.CE 192.168.10.2 255.255.255.0 v0.0.30 (/L)
3 Tefilets010G  00:12:77:60:14:60 192.168.10.202 355355355 Change IP
4 Teflletd508  00:12:77:01:12:78 192.168.10.1 255,255,255 | Frwver Uogode. |
5 Tefled508f  00:12:77.01:1E08 192.168.10.1 255,255 255 |
6 Tefie008 001277010676 192.168.10.103 35555355  DootLoader Upgrade
7 Teflletd508  00:12:77:01:03:86 192.168.10.251 255355255  ConfigumtionFile >
Web Browsex
ENME Browser
Telnet
SH
Ping
O LED ignal
Load Factorr Defanlt
Reboot Device

Following topics are covered in this section describing the pop-up menu functions:
7.1 Global Settings

7.2 MSR group setup

7.3 Firmware Upgrade

7.4 Configure File Operation

7.5 Manage by Application

. Before using pop-up menu functions, remember to select the target device (mouse

selection) that should be configured.

Global Settings

Change IP

You can assign the new IP address to the switch devices.
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7.1.2 LED Signal
This function is convenient for searching the switch device. While this function is enabled,

the light of the LED on the switch device constantly twinkles.

7.1.3 Load Factory Default
You can reset all the configurations of the switch to default setting.

7.1.4 Reboot Device

Some of the feature change to require you rebooting the system. Click on Reboot
Device on pop-menu to reboot your device.

7.2 MSR group setup

To let “Auto Topology” to generate Ring Topology, devices in the install ring network have
to setup Multiple Super Ring (MSR) function.

1. Use mouse right click to select multiple devices on the Topology tab by CTRL key
which you want to setup MSR function.
2. Mouse right-click on the selected device and click on the MSR Group Setup

menu-item of pop-up menu.

Tnpnlngy] All Devices
5
koren Ix Your Industrial Computing & Networking Partner
& & i A
SR siiew soaed o ¥ Delete
Wiel Browser
SHAP Browser
Telnet
B ssH
Fing
Refresh
Add Caonnection
MSE Group Setup

3. Itwill show MSR Group Setup window. Set Ring ID (0~31), Ring Name , Ring
Version , Ring Portl and Ring Port2 for MSR setup. Then press Check button
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Ring ID |1 |

Ring Marme |aa1| | —

Ring Wersion |Rapid Super Ring IVJ Expart =

Ring Portt K [v] Save ta Flash

Ring Portz |2 ||

Device | Shrmp | Ring 1D ‘ Ring Portl | Ring Port2 | Status | Setup result

F
v|

4. It will show check status of selected device in the bottom of MSR Group Setup
window. The columns in the table explain as follow:
a. Device: IP address
b. Snmp: Connect via SNMP is available
c. Ring ID: whether Ring ID is used or exceeds the ring number limit

d. Ring Portl: whether Ring Portl is enabled or exceed the port number limit for
device

e. Ring Port2: whether Ring Port2 is enabled or exceed the port number limit for
device

f. Status: the device status based on the status of Snmp, RingID, Ring Portl, Ring
Port2.

g. Setup result: response this column after pressing Apply button
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1
F '
Ring Mame taaT | Apply
Ring Version IHapId Super Ring |'VJ
Ring Portt |1 |VI Sawe to Flash
Cancel
Ring Pon2 !2 |"i
Device | Snmp | Ring 1D ‘ Ring Portl | Ring Paort2 | Status | Setup result
192.168.10.251 | Available Available Enahled Enabled Available Success |
192.168.10.10 Available Available Enabled Enabled Available Success
192 168.10.104 Available Available Enabled Enabled Available Success
192.168.10.1 Available Anailable Enabled Enabled Anailable Success
192 168.10.63 Available Awailable Enabled Enabled Awailable Success
192 16810.18 Available Awailable Enabled Enabled Awailable Success
192168101585 | Available Available Enahled Enahled Available Success a

5. Toindicate that there is at least one of device in the unavailable status if the Apply
is disabled. Press Check button again after solving the problem for unavailable
devices. If all the selected devices are in the available status, the Apply button will
enable. Then press Apply button to setup MSR setting for all selected devices.

Final, the setup result will show the last column in the table.

1

F |

Ring Mame taa‘i | Apply

Ring Version IHapId Super Ring |'VJ

Ring Portt |1 |VI Sawe to Flash

Cancel
Ring Pon2 !2 |"i
Device | Snmp | Ring 1D ‘ Ring Portl | Ring Paort2 | Status | Setup result

192.168.10.251 | Available Available Enahled Enabled Available Mone ke
192.168.10.10 Available Available Enabled Enabled Available MHone
192.168.10.1 Available Available Enabled Enabled Available MHone
192.168.10.53 Available Anailable Enabled Enabled Anailable Mone

192 168.10.1484 Available Awailable Enabled Enabled Awailable Mone

192 16810104 Available Awailable Enabled Enabled Awailable Mone
192.168.10.18 Available Available Enahled Enahled Available Mone a

41



6. If you want to use these settings for rebooted devices, you MUST press Save to

Flash button to save these settings into flash for each devices.

7.3 Firmware Upgrade

In this section, you can update the latest firmware for your switch. Korenix provides the
latest firmware in Korenix Web site. The new firmware may include new features, bug
fixes or other software changes. We'll also provide the release notes for the update as
well. For technical viewpoint, we suggest you use the latest firmware before installing the
switch to the customer site.

The Ul also shows you the version and built date of current firmware. Please check the
version number after the switch is rebooted.

Note: The system will be automatically rebooted after you finished upgrading new
firmware/bootloader. Please remind the attached users before you do this.

7.4 Configure File Operation

The configuration file of the switch is a pure text file. You can open it by word/txt read file.
You can also modify the file, add/remove the configuration settings, and then restore
back to the switch.

7.4.1 Backup
With Backup function, you can save current configuration file saved in the switch’s flash

7.4.2 Restore

This will allow you to go to Restore function later to restore the configuration file back to
the switch.

7.4.3 Load default

All of the configurations will be rollback to the factory default settings, except the device
IP address.

7.5 Manage by Application

7.5.1 Web browser

For managing Korenix’s Ethernet switch devices, you need to consider that they have
web management function. Korenix web management page is developed by JAVA. It
allows you to use a standard web-browser such as Microsoft Internet Explorer, or Mozilla,
to configure and interrogate the switch from anywhere on the network.

1. Use mouse to select one device on the Topology tab which you want to configure.

2. Mouse right-click the selected device and click on the Web Browser menu-item of
pop-up menu.

3. The login screen will appear next.

4. Key in user name and the password. Default user name and password are both
admin .
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Please enter user name and password.

Site:

User Hame:

Password:

192.168.10.8

X

admin

koo

OK

Cancel

Click on Enter or OK. Welcome page of the web-based management interface will then

appear.

==
[ Bystem|
o= ] Basic Setting
o= 5 Port Configuration
o= [ Metwark Redundancy
o= [ WLAN
o= [ Traffic Prioritization
o= [ Multicast Filtering
o= 5 SHMP
o= [ Security
o= [ Wiarning
o= 3 Manitor and Diag
D Device Front Fanel

D Sawe

D Logout

Your Industrial Computing & Networking Pai

Welcome to the
Industrial Managed Switch

System Mame

Systern Location

Systemn Contact

Systern QID

Systern Description

Firmware Yersion

Device MAC

1.36.1.224062.21.3
Industrial Managed Switch
¥1.2 20070620

00:1 27 7:f:00:00

Copyright {c) 2006 Korenix Technology Co., Lid.. All Rights Reserved.

5. Once you enter the web-based management interface, you can freely change the IP
address to fit your network environment.

7.5.2 SNMP Browser

JetView Pro provides a SNMP browser for user to management SNMP devices. The
SNMP Browser supports SNMP v1/v2c/v3 get, get next, walk, table view and set
functions. And the SNMP Browser provides MIB file compiler tool “MIB File Manager” that
can load public standard MIBs and private MIBs and build a MIB tree.

Korenix provides many standard MIBs for users to configure or monitor the switch’s
configuration by SNMP. But, since some commands can’t be found in standard MIB,
Korenix provides Private MIB to meet up the need. Compile the private MIB file by your
SNMP tool. You can then use it. Private MIB can be found in product CD or downloaded
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from Korenix Web site.

Private MIB tree is the same as the web tree. This is easier to understand and use. If you
are not familiar with standard MIB, you can directly use private MIB to manage /monitor
the switch, no need to learn or find where the OIDs of the commands are.

The SNMP Browser tool lets you read and write the MIB of the selected device.

File Edit
| lvl Sy [ k= ] ':"HJJ IF Address: Version:|SNMP\r‘1 l"'| [._‘SS,ISNP.»&_\(QQMPK_D_TH@]
2 SEEHI S L objectiD:  [1.3.6.1.21.1 |
= dod
B internet Gt Gothiait | Tabla\iaw | Stap
5 B
8 mbs Set'alue: Set
= system
I i:tenaces List | Table L ciear |
B oat MWame | Objectid | Yalue il
g ip sysDeser0 186121100  [Industial Managed Ethemst Switch Jstst 53106
@ icrnp cysObjedtiDD 136121120  1.36.1.4124062.22.1
top sysUpTime 0 136121130 74530 67
B udp sysContactd.
B egp sysMarme.d Switch
& transmizsion sysLocation.0
snmp sysSenvices.0 2
@ appletalk system.8.0 0:00:00.08
i bystem a.1.2.1 1861631
& o || prstematzz 1.36.1.2.1.48
systemn.9.1.2.3 1.261.21.4
Atribute | Message | grslomai2s 4 1.3
systemn.9.1.2.56 i
Object | [l kystomat 26 i
Marne sy stem system.8.1.2.7 1.3.6.1.6.3.11.31.1
ObjectiD 1.3.6.1.2.1.1.° ystem 9,12, 13616316211
Status system.8.1.2.1 1 The MIB module for SNMPY2 entities
Arcess systermn.g.1.3.2 ~ TheMIB module for managing TOF implementations
Synta system.9.1.3. The MIB module for managing IF and ICMP implermentations
systern.9.1.3. The MIB module for managing UDP implementations.
ystem 8 195 5 View-based Access Control Moc for SNMP.
system.9.1.3.6 ~ The SKMP Management Architecture MIE.
o systermn.9.1.3. The MIE forhdessage Processing and Dispatching.
et systerna1.5.8 | The management information definitions for the SNMP User-hase..

The MIB Compiler assists user in building MIB tree. While MIB files have been changed,
user uses the MIB Compiler to rebuild MIB tree. To add new MIB into MIB Tree, go File >

MIB Manager...

It will show the following window.
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Auailable WIBs Loaded WIBs

MIE Name | Fath MIE Marne Path
LLOPMIE |Ditwiorkimibipublic-mibstildp.mib RFC1213 | CAProgram FilesiKorenia] etview ProimibsiRFC121,
RFC1224 AProgram Filesikoreniolety iew Prowmibs\RF G122,

RFC1243
RFC1253

| CAProgram Files\torenixi ety iew ProimibsiRFC125.
JElngean Bl sisate g ety BIOLELEIRGAERS
AProgram Filesikorenixl ety iew PromibsiRFC128

il Fll ) ograrm KorenidJ ety iew Prolmibs
RFC1381 | GAProgram Filesitorenixiletyiew PromibsiRFC1 38
{382 JEE e By '

98
1408
jetnetaG2gc
jetnet5az8G
j G

| CiProgram Files\Korenixetvisw ProimibsiRFC140.
| GiProgram Filesitarenixietyiew Proimibs)jetnets. |

j_etnetSDDBG—F‘ | CAPragram Filesi<arenid ety iew Prolmibsyjetnetsn .
jetnetdstl  CP FilesiKarenialetiiew Proimibsietnetds..
jetnetd510f AProgram Filesikorenid)etyiew Provmibsyjetnetds

e

[ AdamiB fam file... || Remave. | [LLoad = |[Leasall =] || < Unioai

“MMM@'W%&?J{ Close |

Press Add MIB from file... to add new MIB file. Load this new MIB file and then press
Rebuild MIB Tree... to update MIB Tree.

File Edit
| ["5[ Sl ] ij IP Address: [192.168.10.22  [s] Version: [SNMPy1 [w] [ SHiMP Agent Proiile |
MIE Tree .
e objectin: [1.0 |
e Lo @et | | Gathiext. | Tableiew| | Stap
= is0 -
standard SetValue: | | Set |
registration-authority
mermber-hody List Table.|
identified-organization Mame | Object 1D Walue
B2 std
= izo8802
= ieee802dott
= ieeeB02dotimibs
= lldphdiB
lldprklotifications
# lldpObjects
lldpConformance
jointecitt-izo
Orphans
Attribute Mes.sage.|
Object |
Marme  std he!
ObjectiD  .1.0*
Status
ACCESS
Rd
L 1o | (< 5

7.5.3 Telnet

Korenix's network devices support Telnet console. You can connect to the switch by
Telnet. The command lines are the same as what you see by RS232 console port.

45



You can use CLI command to configure your device.
[ Telnet 192.168.10.202

Buwitch login: admin
Password:

WJetMet5SB18G (version 2.1.22-280881120-18:58:31>.
Copyright 200628088 Korenix Technology Co.. Ltd.

Buwitch>

7.5.4 SSH (Secure Shell)

Korenix's network devices also support SSH console. You can remotely connect to the
switch by command line interface. The SSH connection can secure all the configuration
commands you sent to the switch.

SSH is a client/server architecture where network devices are considered as the SSH
server. When you want to make SSH connection with the switch, you should download
the SSH client tool first.

7.5.5 Ping

This ping function can confirm your host access to Korenix's network devices via network.
Ping the selected device to verify a normal response time.
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8 Event and Alarm Management

Following topics are covered in this section:
8.1 Event Management
8.2 SNMP Trap
8.3 Alarm and Action

8.1 Event Management

Administers can identify the event threshold (OK, Warning, Error, No Status) by the color.
Notifications based on any event (Node up, Node down, Link up, Link down, Remote Access
Client mode, etc.) can be generated. Besides, notifications can be sent via email, SNMP trap
and this JetView Pro program. For the event settings refer to section 9.1.

In the case of red background icon on Topology tab, relevant fields in the event line of Event

Management tab are colored as red (see in the following screen). According to the event
message, users can identify what occurs to the devices with red background.

hapt Topology | All Devicesué
2 1821681020 f
™ ~
korenlx Your Industrial Computing & Networking Partner

£ 1921681010

192.168.10.20

W

3 B
[E\rentManagement" SHMP Trap Receiver | All Events l"'l U Fitter (| Ask Al
1D Ack | Type ategory Receive Time Source ‘Camponent Message

ooooooD

Ack This column is to check the status of each event and confirm these events for network
manager. After checking Ack, the corresponding links or device icons in the topology are
restored to the normal color. This is also to recognize updated status in the topology.

Use mouse to click checkbox to check.
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Ewvent Management ]l SNMP Trap Receiver | All Events l'J W Filter || [ Ack. AL ]
p—
jin} Ak | Type | Category ‘ Receive Time Souree Comnponent Message
4 ]  |Application Info 2009-08-28 15:15:57  Jet¥iew Fro Service Remote Lccess Avuthentication 1s suecess in Edit mode. From:#192.168.10.80
3 (] () |Application Info 2000-08-28 15:1421  Jet¥iew Pro Service Remote hocess Authentication is snceess in Mondtnr mode. Frome/192 168 10 80
2 (] @ Application Info 2009-08-28 15:14:16  Jet¥iew Pro Service License License file: is not exist!
1 ]  |Application Info 2009-08-28 15:14:16  Jet¥iew Fro Service JetVigw Pro Started
!

Ack for the green link, for example:

2, Find | @ WebBrowser | SNMP Browser | [l Scan Network 47 FastScan | 40} Preferences | Zoom| 70| ]

Map Topoiogy | Al Devices |
B 192 163.10.103

B 192.168.10.104 [
korenlx Your Industrial Computing & Networking Partner

q,.. _______ mq
1216810104

192.168.10.103
|
e
T 2]
IJEMNWMH SNMP Trap Receiver | Al Events I~ 1 Fiter e

While you check ths Ack of ID 504 and 505, the link color will restore from green to gray.

El, Find | @ web Browser L) SNMP Browser | Sl Scan Network 4~ FastScan | 40} Preferences |Zonm

Map Topoicgy | Al Devices |
B 192 163.10.103

B 192.168.10.104 o
korenlx Your Industrial Computing & Networking Partner

192.168.10.103

< 2]
LIEMMEWHSWTmm! S v | 0 e ([opocm

D | Ack [ Type| Category |  Receive Time
56 N | @

=

[Protocols/SNMP Port 2 Link Down

|Protocols/SNMP [Port 2 Link Down
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Event Filter  You can choose to use All Events, Unacknowledged Events, Warnings & Errors,
Warnings, Errors, Unacknowledged Warnings & Errors and Source = ,so that show the event
status you want to see. While choosing “Source =", you must append the IP address(ex,
192.168.10.1) behind the “Source = “ string and press Filter button to filter the events matched
by Source column,

1l Events .

All Events
Lnacknowledged Events

Wharninos & Errars

Wharninos

Errors

Lnacknowledoed Warnings & Err
Source =

8.1.1 Link up/down Events

While the link failure happens, JetView Pro will issue a Link Down event in Event
Management tab page and update the Topology Map. (Figure: link down event). This event will
show “Portl Link Down” Message.

hdap1 Topology |m!
@ 162.168.10.20 f
™ ~
korenlx Your industrial Computing & Networking Partner

£ 1921681010

-un_l_x_nn!l

192.168.10.20 1921681040

[<]

< T 1]

| EventManagement | SHMP Trap Receiver | All Events [l | 0 Fitter || [sakean

1D Ack | Type Category Receive Time Source ampanent Message

g
™)
|
&l

g
(™)
=

Figure: link down event

While the link restores, JetView Pro will issue a Link Up event in Event Management tab page
and update the Topology Map. (Figure: link up event). This event will show “Portl Link UP”
Message.
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hap1 Topology]| All Devices |
B 1821681020
1821681010

L]
korenlx Your Industrial Computing & Networking Partner

o o a
— Euﬂj—ml—.“ =]
192.168.10.20 192.168.10.10
o a a
Eventhfanagement | ShMP Trap Receiver | AlLBvants el | Fiter ||
o Ack | Type Category Receive Saurce Campanent Message

ooD

IoDooo

Figure: link up event

8.1.2 Node up/down Events

While the node failure happens, JetView Pro will issue a Node down event in Event
Management tab page and update the Topology Map. (Figure: node down event). This event
will show “Status ERROR(Reachability=No)” Message.

B Manage: L He
Gl Find | Edithods | @ WWW (2 SNMP | I ScanNetwork 4 FestSean | (0} Prefersnces

Tetvh [Torobey | AT

B Mapl
@ 192168105
@ 19216810 4
© 192168.106

@ 192168103 -

@ 192188107

File

part 1 192.168.10.5

Moot &
192.168.10.4
e
poyt 7
Ypart 1
|
EH

192.168.10.3 192.168.10.7

Bvent Management | SNME Trup Receiver | [0 Events [o] [ mer JI[ - e |
1 [ Ak [Type| Category | FeceieTime |  Sowce | Component Messaze 1]
15 | O @ SwtsWors 0080535 17:1500507| 182166105  PuowselsProtesl PING Ststus ERROR ReschatilinHo)

Port2
Port2
Portl
| T ezt
192168104 Port7 38.1.4.1.34062.4.3.10 =Link 7 Down. ]

36.1.4.1.340624.31.0 =Link 2 Down. ]

1353 | St Worse  2009-05-2 171501006 | ]
T

192168105 | Portl LG0T Dk U]

Figure: node down event
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While the node restores, JetView Pro will issue a Node up event in Event Management tab
page and update the Topology Map. (Figure: node up event). This event will show “Status
OK(Reachability=Yes)” Message.

03 et 5 2 gement -0 x
| File Edit Menagement Confignmtion Help |
G Fmd | CEditMod: | @ WWW O SNMP | S SenNetwork 4 FatStan | {00 Preferences
Hetvork Topolagy | Al Devices
B Mapl
@ 192168105 [
@ 192168104
@ 192168106
@ 192.168.10.3 ——
@ 192.168.10.7
port 1 192.168.10.5
PR
art B L] [
192.168.10.4 192.168.10.6
] [ ]
= l
-, s
ort 2
192.168.10.3 192.168.10.7
¥l
<] ! I I2]
Event Mensgement | SNME Trap Receiver All Events vl [0 Eer [ clear
D | &k | Type| Categry | Raceivs Time Source Component | Wessazs
1359 [ [*) Status Better 2009-05-26 17:16:25 307 102168106 ProtocolsProtocol PING Statos O (Reachability=Yes) |
1358 [m] [*) Status Better 2009-05-26 17:16:21 131 102168 10.6 Port 10 [126141240624410=Lank 10 Up. ]
1357 [ ] = Status Better 2009-05-26 17:16:21 111 102168 10.6 Port9 [126141240624410=Link3Tp ]
1356 = =) Status Better 2009-05-26 17:16:21 101 102168 107 Port2 (126141240624 410=Link2Up ]
1355 [ @ Status Better 2009-05-26 17:16:20 69 102168 10.5 Port2 [126141240624410=Link20p ] H
1354 [ ] [) Btatus Worse 2009-05-26 17:15:02 207 102168106  ProtocolsProtocol PING Statns ERROR (Reachability=Ho)
1353 [ ] ) Btatus Worse 2009-05-26 17:15:01 016 102168 10.7 Port2 [126141240624310=Link 2 Down ] [+]
<P T 2]
status bar

8.2 SNMP Trap

SNMP Trap is the notification feature defined by SNMP protocol. All the SNMP management
applications can understand such trap information. So you don’t need to install new application
to read the notification information. The SNMP Trap Receiver of JetView Pro supports SNMP
v1/v2c traps receiving.

The following sections illustrate SNMP Trap with Link down and up event.

8.2.1

Enable Link-down and Link-up Event

To enable link-down and link-up event, you must enable SNMP Trap Server and Link down

and up event. Enter Web screen to configure these settings.

Use mouse to select one device on the Topology tab which you want to enable link

down and up event.
Mouse right-click the selected device and click on the Web Browser menu-item of

pop-up menu.

When the login screen appears, login with the user name and password. The

default login User Name and Password: admin/admin
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r,/.'-,_:_Kuren.iJ; Jeilet SwitchManager - Windows Intermet Explozer

e - [Blrwnzies ot 9] [%[x] [ Ei [E2N
- 7% | @ Kormnix Jefifet SwithHansger ™
Swifch Manager [zl

Please enter user name and password.

Site: 192.168.10.1

User Mame: |admin

I OK H Cancel ‘

= & B G- RI0% -

4.  Click on the tree node SNMP Traps. Enable SNMP Trap, and set SNMP Trap

Server IP address on the machine where the JetView Pro is installed.
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] JetNet5E28G
D System
o= ] Basic Setting
o= ] Port Configuration
o= ] Metwork Redundancy
o= [ WLAN
o= [ Traffic Prioritization
o= ] Multicast Filtering
o] SMMP
D ShIMP Configuration
[y SMMP w3 Prafile

SHMP Traps
o= [ Security
o= [ Warning
o= [ Manitor and Diag
D Device Front Panel

D Save

D Logaout

SNMP Trap

SNMP Trap  [Enable |+

SNMP Trap Server

Server [P |192.158.1D.BD

Cammunity |puh|i|:

Warsion [CIRY 2

Trap Server Profile

Server P | Cammunity Warsion
192 168.10.80 puhblic W1 -
Remove ‘ ‘ Reload

5.  Click on the tree node Event Selection . Enable the specified port for link-down and

link-up event (ex. Set Port 1 as Both).
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o= ] Basic Setting
o= ] Part Caonfiguration
o= ] Metwark Redundancy
o= [ WLAM
o= [] Traffic Priaritization
o= ] Multicast Filtering
o= ] SHMP
=[] Security
o [ Warning
rj Fault Relay
9 [ Event & Email YWarning

D Event Selection

System Event Selection

[] Device Cold Start

[] Pawer 1 Failure

[] Authentication Failure
[ Fault Relay

[]5FF DDM Failure

Port Event Selection

[] Device Warm Start

[] Pawver 2 Failure

[] Time Synchranize Failure

[] Super Ring Tapalogy Change
[JoM change  [] DI2 Change

DSysIngCnnﬂguratinn Part Link State |
[} sMTP Configuration 1 :

o= [ Manitar and Diag e

Disahl

() Device Front Panel 2 [Disabe _|v|
3 o 3 |[pisave |+
[ Logout 4 ||Disable |+
5 |Dissble |~
:
r
:
;
10 |[Disable__| |

Apply

8.2.2 Receive SNMP Trap

1. Click on Start on the SNMP Trap Receiver tab.

Event Management | SNMP Trap Receiver Agent IP Address: | Filter || [ Stort | Etop
I 1
ID | A gent addressPort | Transportl Protocol | Timestarnp | Enterpriz | Comrniity |
2. While plugging in or out the network line (ex. RJ45) on the port 1 of device
(ex.192.168.10.1), it will display as follows:
Event Management | SHHE Toep Recewer | AgentIP Address: Al Traps v ¥ Filter ||| [» St [ 8ap
I | hgentalwsPort | Transport | Protocol | Timestamp Enterprise Community | Bindings
2 192168.10.1/1024 SHMPyl  UDP 2000-09-04 111507 1.36.14.1 24062 public [1.361212211=1,136141 240624410 =Link1 Up. ]
1 192.168.10.1/1024 SHMPyl  UDP 2000-09-04 111443 | 1.36.14.1 24062 public [1.561212211=1,156141324062.4.3.10 = Link 1 Down ]
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8.3 Alarm and Action

When event or SNMP trap are produced. They in addition to display in event management or
SNMP Trap Receiver, and they can trigger some alarms and do some actions. The alarm can
be triggered by type or other field of event. The actions of JetView Pro supported are Popup
Message, E-mail and Run Executable File.

The following sections illustrate how to use alarm and action.

8.3.1 Create an Action

Open JetView Pro Preference, select Event Action and new an action.

Preference Event Action
= Ewents
Events Action
I| Event Action Mame Actian Recipient Executable File RE
SiEis Cololrs . my#Actiont Popup Message ,
SMTF Configuration myAction? Send E-hdail james.leed@karenix.com G
= SHMP
ShMP Configuration Helee
SHkP Trap Receiwer Cuplicate
Remote Access
Applications [ P
License
Alarm
Mame | Active] Actions [ mpe | Soure [ hew
myAlarm myAction?, myAction2 Error *
Edit
Celete
Cuplicate
Ok |[ Cancel

Press New button the Action Editor window will be opened. You need input action name and
select an action type (Popup Message, Send E-Mail or Run Executable File) to create a new
action.

Or you can manage actions via Edit, Duplicate or Delete functions.
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ACTION EOITor - NewACTIoOn

Marme: |myﬁctiun3 |

Fopup hdessage

Send E-hdail
Executable File: | Run Executable File

Fecipient:

(]9 ] l Cancel

8.3.2 Create an Alarm

Open JetView Pro Preference, select Event Action and new an alarm.

Press New button the Alarm Editor window will be opened. You need input action name and
select actions to create a new alarm. Select Active option to active this alarm. Change Filter
Type or Source to filter what event that you want to trigger. Select actions to decide what
action will be executed when this alarm is trigged.

Or you can manage actions via Edit, Duplicate or Delete functions.

AR E0ITor - NewAlarm

Marme: |myﬁ.|arm1 |

Filter
Type: |AII Types [v]
source: | * |
Actions
. A ction
. rmyAction?

(], ” Cancel ]
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8.3.3 Popup Message Action
When a Popup Message action is executed, all JetView Pro clients will popup a message as

follows:

A 032 Type:3d
Categony:2 Receive Time:2008-11-1616:23:49
Source: 1921681098 ComponentProtocolsiProtocol PIMG
hessange:Status ERROR{Reachahbility=Mo)

8.3.4 E-mail Action
When a Send E-mail action is executed, the JetView Pro will send an alarm e-mail to your
e-mail account (configured in Preference->SMTP configuration). The e-mail could show as
follows:

e =F TetWiew Pro Event Alaom E-madl

1D:32 Type:Errar
Category:Status Better Time:2008-11-16 16:23:449
Source 1921681098 Component:ProtocalsiProtocal PING Message:Status ERROR(Reachahility=)

8.3.5 Run Executable File Action
When a Run Executable File action is executed, the user specified executable file will be

executed.
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9 Performance Management

If you want to monitor the traffic of your local network for a period of time, JetView Pro
can give you an indication of the network traffic for the connections in a time context. It is
useful as a quick reference for determining the amount of network bandwidth being
consumed.

The following topics are covered in this section:

9.1 Traffic Report

9.1 Traffic Report

JetView Pro monitor and report selected connection statistics. The tab name of the
current traffic history shows two connected devices’ IP address and port -- Port 13 on the
device (192.168.10.10) connects to port 9 on the other device (192.168.10.1). The data was
collected by through SNMP's polling. The default sampling rate is set to 30 seconds.®

The figure below indicates network load for the specified port. In order to show a visible
line on the graph for network traffic on any interface, the view automatically scales to magnify
the Y-axle’s unit of traffic. The X-axle is time. The Y-axle means the total number of bytes sent
on the connection in the polling time interval. The maximum number of entries can be recorded
in 30 minutes. When the maximum number of entries is reached, JetView Pro throws out the
oldest entry when a new one is recorded.

Topology | ALl Devices [ ® 192.168.10.10(13) <= 192.168.10.1(9) |

[>

192.162:10.10(13)

14:58:34  15:.01:04

192.168.10.1(3)

D L —_— i . e SN |
144840 145110 145340 1456:10 145934

<1 [ 1]

8 The JetView Pro can be centrally deployed to reducnetwork traffic cause by JetView Pro

server gathering devices’ SNMP statistics
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To view the traffic report
* Mouse Double-Click on the line between the two devices.
» The traffic report only available if the network connection is present.

» The traffic tab provides an indication of the network traffic for the connection.
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10 Preferences

Following topics are covered in this section:

10.1 Event
10.2 SNMP

10.3 Remote Access

10.4 External Applications

10.1 Event

10.1.1 Events

This page allows you to record events into the log file. You can change maximum number of

traps, trap log to file and trap log directory.

Preference Events
= Ewents
I| Everts | Events
BB hax. Mumber of Events: | 1000 u
Status Colors
ShATP Configuration Event Log to File: [] Enahle Log to File
B SNMP
SNMP Canfiguration Trap Log Directory: | |
SHMF Trap Receiver
Remote Access
Applications
License
Reset to Defaults
Ok ] [ Cancel
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10.1.2 Events Action

This page allows you to manage Actions and Alarms; the management functions include New,
Edit, Delete and Duplicate.

Preference Event Action
= Ewents
Everts Action
I| Ewentaction Marme Actian Recipient Executable File I [RI=00 ]
Slally Colo.rs : myActiont Popuphiessage
SMTE Configuration myAction2 Send E-hail james.lee@karenix.com | Edit |
= SMMP
SNMP Canfiguration | peiste_|
SMWF Trap Receier | Duplicate |
Remaote Access
Applications [ E——
License
Alarm
Mame Active Actions Type Source i [l e I
myAlarm Ii"l myAction?, myAction2 Error * | |
Edit
| Delete |
| Duplicate |
0K ” Cancel

If you press New, Edit, Delete or Duplicate of Action, the Action Editor will popup for Action

configuring.
Marme: |myﬁctiun3 |

Fopup hdessage

Send E-hdail
Executable File: | Run Executable File

Fecipient:

(]9 ” Cancel ]

If you press New, Edit, Delete or Duplicate of Alarm, the Alarm Editor will popup for Alarm

configuring.
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Alarm

Marme: |myﬁ.|arm1 |
Filter

Type: [P-.IITypes l—:—]

source: | * |
Actions

-myﬂxctinm

-my.ﬂxctiunE

10.1.3 Status Colors

This page allows you to assign a color to each status. You can change text and background

color of 4 types status.

Preference
= Ewents
Ewents
Ewent Action
Status Colors
SMWTP Configuration
= SHMP
SMMP Configuration
SHhP Trap Receiver
Remaote Access
Applications
License

Status Colors

Status Colars

oK: [k tent. ][ Background.. |
Warning: | Warning “—T—ea(-t—] [—B-aekgm-uﬁd—]
Error: I—T—ead—] [—Baekgmuﬁd—]

Mo Status: | Mo Status |[ Tewt. | [ Backaround. |




10.1.4 SMTP Configuration

While you use to send Email function for Event Action, you must set SMTP Configuration. If

SMTP server requests you to authorize first, you can also set up the username and password
in this page. And you can press “Test SMTP configuration” to test your configuration after you
finish this configuration.

Preference
= Ewents
Ewents
Ewent Action
Status Colors
[ SMTP Configuration |
= SMMP
SMMP Configuration
SHhP Trap Receiver
Remaote Access
Applications
License

SKMTP Configuration

SKWTP Configuration

ShITF Server: | |

tdail Account: | |

] Authentication

User Marme: | |

Password: | |

Retype Password: | |

[ Test SMTF Contiguration |

QK

] [ Cancel
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10.2 SNMP

10.2.1 SNMP Configuration

The JetView Pro will add a default SNMP agent profile for discovered devices. You can use
this page to new, edit, delete or duplicate a profile. The configurations of profile include agent
listening port (default is 161), SNMP version (support v1/v2c/v3), read/write community, retry
numbers and timeout (in second(s)).

Preference SMMP Configuration
= Ewents
Everts ShMF Agent Frofile
EventAction IP Address Fort Mo, “Wersion Community | Retries Timeout (s)
Status Colors 192,168,105 161 SNMP!  public,private 1 ° A
SMTP Configuration 192.168.1.173 161 SMMPYl  public,private 1 2
5 ShmMP 192.168.16.10 161 SHMPyY 1 public, private 1 B
|| ShMP Configuration 192.168.10.93 161 SHMPy 1 public, private 1 b
SMMP Trap Receiver 192.168.10.18 161 SHMPY T pukblic, private 1 2
Femote Access 1921681017 161 SHkAPY 1 public, private 1 2
Applications 192 168.10.53 161 SHkAPy 1 public, private 1 2
License 192.168.10.1 161 ShMAPY 1 public, private 1 2
192.168.10.105 161 SHMP 1 pukblic, private 1 2 J
Mew Edit Delete Duplicate
(0] .4 ] [ Cancel
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10.2.2 SNMP Trap Receiver

This page allows you to configure SNMP Trap Receiver and record SNMP Trap into the log file.
You can enable the SNMP Trap Receiver on system starting, change listening port, change

maximum number of traps, trap log to file and trap log directory.

Freference SMMP Trap Receiver
= Ewents
Ewvents SMMP Trap Receiver
EVENTR NN Enable On Starting: [ Enable On Starting
Status Colors
SMTP Configuration SNWP Trap Listening Port
= SkkP
SMNMP Configuration SMNMP Traps
I| SHhP Trap Receiver
hdax. Mumber of Traps: -1DDD
Remaote Access u
Applications Trap Log to File: ] Enahle Log to File
License

Trap Log Directory: |

Reset to Defaults

QK

] [ Cancel
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10.3 Remote Access

Due to the access synchronization, we only allow one client to enter the Edit mode at the
same time and the other clients on Monitor mode. The allowed default password for entering

two modes is “korenix”. The Monitor mode can only allow viewer to browse the topology. Edit
mode can use all functions. The maximum number of remote client is default 5. You can setup
new passwords on Monitor and Edit mode.

Preference
= Ewents
Events
Event Action
Status Colors
ShATP Configuration
B SNMP
SHMP Configuration
SHMF Trap Receiver

I| Remote Access

Applications
License

Remaote Access

Froperies

ha. Mumber of Remote Client: u

Password for konitor Client

Password: |ooooooo

Fetype Password: | eseesee

Password for Edit Client

Password: |ooooooo

Fetype Password: |ooo¢ooo

[ Reset to Defaults ]

Ok

] [ Cancel
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10.4 External Applications

JetView Pro uses external applications for the functions. This page allows you to assign

specified programs or use default application to run the functions.

Preference
= Ewents
Events
Event Action
Status Colors
ShATP Configuration
B SNMP
SHMP Configuration
SHMF Trap Receiver
Remote Access

Applications

License

Applications

External Applications

Telnet: |telnet.exe

| |_| - Use Default

SSH: |

| Eed

WER Browser: | igxplore.exe

| |_| - Usge Default

Fing: |ping.exe

| |_| - Usge Default

FPOF Viaar: |Acr0Rd32.exe

| |_| . Use Default
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10.5 License
By the steps to use license, follow the instructions.
1. Check whether the version of JetView Pro is 1.0. If no, download JetView Pro 1.0
version (only support for 16 nodes) and install.
( http://www.korenix.com/support-jetview-software.htm)
2. Fill out JetView Pro registration form and we will send authentication code (support
for 64 nodes) to your filled E-mail address.

(http://lwww.korenix.com/support-jetviewpro-registration.htm)

JetView Pro Registration Form

Your e-mail address must be entered properly and must be valid as the authentication code of JetView
Pro! It will be sent to this address. Please, re-check the entered e-mail address before submitting the
form.

* Company

* First Name

* Last Name

* Email Address
* Re-type Email
City

State Province
Country

Note

in the picture right.

N
* Tvpe the characters vou see ff?/fcfy

(* All starred fields are required)

subrmit

3. After receiving the E-mail letter, go to JetView Pro> Preference> License.
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Preference License
= Ewents
Everts License
Ewent Action Mame: | |
Status Colors
SMWTP Configuration Campany: | |
= SR . - Authorization Code: | | Get Authorization Code...
SMMP Configuration
SMWF Trap Receier Discowery Limitation: |16 nodes |
Remaote Access
Applications @
I| License

4.  Fill out Name, Company,and Authorization Code base on the content of E-mail

letter. And then press Register button.

Preference License
2 Events
Everts License
S AT MName: |.J0hn Lin |
Status Colors
SMTF Configuration Cormpany: |K0renix |
S ShiMP - Authorization code: | IR | et Authorization Code...
SHMP Configuration
SHkP Trap Receiwer Discovery Limitation: |64 nodes, license expired:2011-01-01 |
Remaote Access
Applications @
I| LiitEi e Status: Verify authorization code success, Flease press OK1o apply license.




5.

Finally, press OK to apply license.

70



